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Eyemaxx Real Estate AG 

 

 

 

PRIVACY POLICY 

 
The protection and legally compliant processing of your data are very important to us. Your personal 

data are collected and processed in compliance with the applicable data protection regulations (in 

particular: the General Data Protection Regulation (GDPR)). 

In this Privacy Policy, we will inform you regarding the most important aspects of data processing in 

the context of the website of Eyemaxx Real Estate AG. Please refer to Art. 4 GDPR for the terms used 

herein.  

By using this website, you consent to your data being collected, used and transferred as described 

below, in accordance with this Privacy Policy. 

 

1. Name and contact details of the Controller responsible for data processing 

The Controller, within the meaning of the GDPR and other data protection regulations, is 

 

Eyemaxx Real Estate AG 

Weichertstrasse 5 

D-63741 Aschaffenburg 

E-Mail: datenschutz@eyemaxx.com 

 

More information about the Controller can be found in the Imprint (Legal Notice).  

 

2. Collection and storage of personal data and the type and purpose of their use 

 

a) When you visit the website 

When you access our website www.eyemaxx.com, information is automatically sent to our web 

server by the browser being used on your end device. This information is stored temporarily in what 

is known as a log file. The following information is recorded without any action on your part and 

stored until it is automatically erased: 

 

 The IP address of the computer making the request, 

 The date and time of access, 

 The name and URL of the requested file, 

 The website from which the site is accessed (referrer URL), 

 The browser used, and if applicable, your computer’s operating system and the name of your 

access provider. 

 

mailto:datenschutz@eyemaxx.com
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We process the above-referenced data for the following purposes: 

 

 To ensure that the connection to the website is established smoothly, 

 To ensure that our website is convenient to use, 

 To evaluate system security and stability, and 

 other administrative purposes. 

 

The legal basis for the data processing is Art. 6(1)(1)(f) GDPR. Our legitimate interest derives from 

the data collection purposes listed above. Under no circumstances will we use the data collected for 

the purpose of drawing conclusions about you as an individual. 

 

3. Contact form and e-mails 

 

When we are contacted by e-mail, we store the sender’s personal data transferred via the e-mail 

(e.g. last name, first name, e-mail address, address, telephone number) for the sole purpose of 

processing the request and in the event of any follow-up questions.   

 

The data are processed in accordance with Art. 6(1)(f) GDPR. Our legitimate interest lies in the 

aforementioned purpose. If you contact us for the purpose of entering into a contract with us, Art. 

6(1)(b) GDPR constitutes an additional legal basis for processing.  

 

These data are erased once they are no longer required for the purpose for which they were 

collected. This is the case once the respective communication with the user has ended. It ends when 

the circumstances indicate that the issue in question has been finally resolved. Data may be stored 

for a longer period if this is necessary in connection with a (pre)contractual relationship or for the 

performance of legal obligations (e.g. statutory data retention requirements). 

 

4. Transfer of data 

Your personal data will not be transferred to third parties for purposes other than those listed 

below. We will only transfer your personal data to third parties if: 

 

 you have given your express consent to this in accordance with Art. 6(1)(1)(a) GDPR, 

 the transfer is necessary in accordance with Art. 6 (1)(1)(f) GDPR for the establishment, 

exercise or defence of legal claims and there is no reason to assume that you have an 

overriding and legitimate interest in your data not being transferred. 

 there is a legal obligation to transfer the data in accordance with Art. 6(1)(1)(c) GDPR, and 

 this is legally permissible and necessary for processing contractual relationships with you, in 

accordance with Art. 6(1)(1)(b) GDPR. 

 

5. Cookies 

We use cookies on our site. These are small files created automatically by your browser and stored 

on your end device (laptop, tablet, smart phone or similar) when you visit our site. Cookies do not 

harm your end device and do not contain any viruses, Trojans or other malware. The cookie stores 

information relating to the specific end device being used. However, this information does not 

enable us to identify you directly. One use of cookies is to make the use of our web services more 
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convenient for you. For this purpose, we use what are known as “session cookies”, so that we can 

tell that you have already visited individual pages on our website. These are automatically deleted 

after you have left our site. We also use temporary cookies which are stored on your end device for 

a set period of time, in order to make the site as user-friendly as possible. If you visit our site again in 

order to use our services, our system will automatically recognise that you have been here before. 

The information and settings that you entered will also be recognised so that you do not have to 

enter them again. We also use cookies to collect usage statistics for our website and to evaluate 

them for the purpose of optimising our web services for you (see sec. 5). On subsequent visits to our 

site, these cookies automatically enable us to see that you have visited us before.  These cookies are 

automatically deleted after a specified period of time. The data processed via cookies are required 

for the aforementioned purposes for the protection of our legitimate interests and those of third 

parties, in accordance with Art. 6 (1)(1)(f) GDPR. Most browsers automatically accept cookies. 

However, you can configure your browser so that no cookies are stored on your computer, or so 

that a message is always displayed before a new cookie is set. However, deactivating cookies 

completely may mean that you will not be able to use all the features of our website. 

 

6. Analysis tools 

We use the tracking measures listed below, on the basis of Art. 6(1)(1)(f) GDPR. We use these 

tracking measures to ensure that our website is tailored to meet requirements and that it is 

continually optimised.  We also use the tracking measures to collect usage statistics for our website 

and to evaluate them for the purpose of optimising our web services for you. These interests are 

considered to be legitimate within the meaning of the aforementioned provision. 

 

Google Analytics 

In order to ensure that our sites are tailored to meet requirements and that they are continually 

optimised, we use Google Analytics, a web analysis service from Google Inc. 

(https://www.google.de/intl/de/about; 1600 Amphitheatre Parkway, Mountain View, CA 94043, 

USA; hereinafter referred to as “Google”). In connection with this, pseudonymised user profiles are 

created and cookies are used (see sec. 4). The information generated by the cookies about your use 

of this website, such as 

 

 browser type/version, 

 operating system used, 

 referrer URL (the site visited previously), 

 hostname of the accessing computer (IP address), 

 time of the server request, 

 

is transferred to a Google server in the USA and stored there. The information is used to evaluate 

your use of the website, to compile reports on website activity and to provide other services related 

to the use of the website and internet usage for market research purposes and to ensure that these 

websites are tailored to meet requirements.  This information may also be transferred to third 

parties if and to the extent that this is required by law or if third parties process these data as 

contract processors. Under no circumstances will your IP address be combined with other Google 

data. IP addresses are anonymised so that they cannot be associated with individuals (IP-masking). 

https://www.google.de/intl/de/about/
https://www.google.de/intl/de/about/
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You can prevent the installation of cookies by using the appropriate settings in the browser 

software. However, we must point out that if you do this, you may not be able to make full use of all 

the functionality of this website. 

You can also prevent Google from collecting and processing the data generated by the cookie and 

relating to your use of the website (including your IP address) by downloading and installing the 

browser add-on (https://tools.google.com/dlpage/gaoptout?hl=de). 

You can find more information about data protection in connection with Google Analytics in the 

Google Analytics Help (https://support.google.com/analytics/answer/6004245?hl=de). 

 

7. Rights of the data subject 

You shall have the right: 

 

 to request access to personal data concerning you which is being processed by us, pursuant to 

Art. 15 GDPR. You may request, in particular, information about the purposes of the 

processing, the categories of the personal data, the categories of recipients to whom your 

data are or have been disclosed, the envisaged data storage period, the existence of a right to 

rectification, erasure, restriction of processing or objection, the existence of a right to lodge a 

complaint, the source of your data if they were not collected by us, and the existence of 

automated decision-making, including profiling, and, where appropriate, meaningful 

information about the logic involved. 

 to request the rectification (where incorrect) or completion of your personal data stored by us 

without undue delay, pursuant to Art. 16 GDPR; 

 to request the erasure of your personal data stored by us pursuant to  Art. 17 GDPR, where 

the processing is not necessary for exercising the right of freedom of expression and 

information, for compliance with a legal obligation, for reasons of public interest, or for the 

establishment, exercise or defence of legal claims; 

 to request the restriction of processing of your personal data, pursuant to Art. 18 GDPR, 

should you contest the accuracy of the data, if the processing is unlawful but you oppose the 

erasure of the data and if we no longer require the data but you require them for the 

establishment, exercise or defence of legal claims, or if you have objected to processing 

pursuant to Art. 21 GDPR; 

 to receive the personal data you have provided to us in a structured, commonly used and 

machine-readable format or to request that they be transferred to another controller, 

pursuant to Art. 20 GDPR; 

 to withdraw your consent at any time, pursuant to Art. 7(3) GDPR. Consequently, we may not 

carry out any further data processing which was based on that consent, and  

 to lodge a complaint with a supervisory authority, pursuant to Art. 77 GDPR. As a general rule, 

you may contact the supervisory authority of your usual place of residence or place of work or 

of the registered office of our company. 

 

8. Right to object 

Where your personal data are processed based on legitimate interests pursuant to Art. 6(1)(1)(f) 

GDPR, you shall have the right pursuant to Art. 21 GDPR to object to the processing of your personal 

data on grounds relating to your particular situation, or if you object to processing for direct 

marketing purposes. In the latter case, you shall have a general right to object which we shall 

https://tools.google.com/dlpage/gaoptout?hl=de
https://support.google.com/analytics/answer/6004245?hl=de
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implement without the need for your particular situation to be specified. 

You may exercise your right to object or to withdraw consent simply by sending an e-mail to  

datenschutz@eyemaxx.com. 

 

9. Data security 

We use the conventional SSL (Secure Sockets Layer) process for access to the website, combined 

with the highest level of encryption supported by your browser. As a rule, this is 256-bit encryption. 

If your browser does not support 256-bit encryption, we will use 128-bit v3 encryption technology 

instead. You can tell that a specific page on our website uses encrypted data transmission by the 

locked key and/or padlock symbol in your browser’s lower status bar. 

We also use suitable technical and organisational security measures to protect your data against 

accidental or intentional manipulation, partial or complete loss, destruction, or unauthorised access 

by third parties. Our security measures are continually improved in line with technological 

developments. 

 

10. Updates and amendments to this Privacy Policy 

This Privacy Policy is currently valid and is the version of July 2020. 

It may be necessary to amend this Privacy Policy as a result of the further development of our 

website or due to changes in statutory and/or regulatory requirements. 

 


